
 

 

NOTE:  Protective Measures are cumulative and build from GREEN to RED.  You may elect to use 
any or all of the recommended protective measures based on your particular situation.  You may 
also elect to move a protective measure to a different alert level. 

Checklist Action 
Number Yes No 

RED – SEVERE (SEVERE RISK of terrorist attack) 
Recommended Protective Measures: 

R-1   
Disseminate the RED advisory and share pertinent information related 
to the Homeland Security Threat Condition with state agencies/offices 
and government officials.  

R-2   Continue all measures listed in the Homeland Security Threat 
Condition GREEN, BLUE, YELLOW and ORANGE Advisories. 

R-3   
Request the Governor proclaim a state of emergency if attack is 
specific to Washington or if required to support a state requiring 
Mutual Aid, as appropriate.   

R-4   Staff State Emergency Operations Center (EOC) or Command Post on a 
24-hour basis.  Provide security for this facility. 

R-5   

Review critical infrastructure and facility security plans and adjust 
accordingly.   Possible security recommendations or considerations 
include: 
•  Making a positive identification of all vehicles located or operating 

within operational or mission support areas. 
•  Making frequent checks of the exterior of critical facilities and 

begin spot checks of lower risk targets.  Consider placing a security 
watch at all sensitive facilities 24-hours a day until the Homeland 
Security Threat Condition level has diminished. 

•  Deliveries to critical facilities should not be accepted unless 
approved by supervisory staff.  All deliveries should not be opened 
inside of the facility, and minimal personnel should be in the 
immediate area when the package is opened.    

R-6   Consider releasing non-critical function personnel. 

R-7   
EOC has 24-hour access to the agency/office Principal Executive 
Officer (e.g. Secretary, Director, elected official) or their designated 
alternate. 

R-8   

Brief all EOC, government and first response personnel on critical 
facility evacuation routes and contingency communications plans.  
Provide direction regarding what equipment and supplies should be 
taken in the event of an evacuation.   

R-9   Conduct welfare checks of government personnel and facilities 
throughout the day and night. 

R-10   Activate, or place on high alert specialized response teams / 
personnel; e.g. HAZMAT, EMS, SWAT, Crisis Counseling, etc. 

R-11   Be prepared to control access routes serving critical infrastructure 
facilities and evacuation routes.  

R-12   Maintain communications with, and provide security for hospitals and 
critical medical facilities, if appropriate. 

R-13   Stress the possibility of a secondary attack against first responders. 

R-14   
Assemble trained volunteers including:  Community Emergency 
Response Teams (“CERT”), Community Policing (“COP”) Teams, 
Amateur Radio Emergency Services (“ARES”) teams. 

R-15   Implement Mutual Aid agreements, as required. 

R-16   Provide security for personnel dispatched to repair or restore 
damaged facilities and systems. 

 
 

 


